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1 INTRODUCTION 
Scottish Autism is committed to preserving the privacy and safeguarding of all 
personal data and ensuring all appropriate measures are taken to comply with the 
General Data Protection Regulations (GDPR) that became enforced on the 25th May 
2018 and The Data Protection Act (2018).  
 
The Data Protection Act (DPA), Freedom of Information (FOI) General Data 
Protection Regulations (GDPR), Environment information Scotland (EIS) and the 
Privacy & Electronic Communications Regulations (PECR) are all designed to work 
in parallel with one another to protect information and ensure individual’s rights are 
respected.  They set out a framework of rights and responsibilities for organisations 
and individuals regarding information they hold about either a person or the 
environment. 
 
Scottish Autism will endeavour to be transparent with individuals whose data is 
processed and to provide training and support to staff who are handling data so that 
consistency is achieved.  This will enable us to comply with law and good practice, 
whilst respecting individuals’ rights, as well as ensuring that the public’s right to 
access information under FOISA legislation is met. 
 
New Struan School is a public authority and is therefore subject to The Freedom of 
Information (Scotland) Act 2002 (FOISA).  The FOISA legislation applies to 
information we hold and publish about the School and its educational activities but 
does not apply to New Struan residence or the wider organisation. Alongside the 
FOISA, the Environmental Information (Scotland) Regulations 2004 (the EIRs) 
provide a separate right of access to environmental information we hold.   
 
The purpose of this policy is to enable Scottish Autism to: 
 

 Preserve privacy in relation to personal data and treat information with respect 

 Comply with UK/EU legislation and regulations  

 Follow best practice guidelines  

 Appropriately respond to GDPR, DPA, FOISA and EIR requests 

 Mitigate risks of data breaches and their potential consequences  
 
 
2 SCOPE 
This policy aims to ensure Scottish Autism complies with Data Protection legislation.  
 
As well as the people we support, the Board of Trustees, Senior Leadership Team, 
permanent staff, part-time staff, casual staff, agency staff, secondees, volunteers 
and suppliers/contractors are within the scope of this policy.  
 
 
3 RESPONSIBILITIES  
Scottish Autism is a Data Controller and has the responsibly for ensuring the 
necessary steps are taken to ensure legal compliance with Data Protection, GDPR, 
FOI, EIS and PECR. 
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The Board of Trustees and Senior Leadership Team has overall responsibility for 
ensuring Scottish Autism complies with data protection legislation and regulations. 
 
The Risk & Compliance Manager has the responsibility for ensuring Scottish Autism 
maintains day-to-day compliance with the legislation and regulations and to report 
any breaches, deal with any subject access requests, supply quarterly statistics for 
FOISA/EIR requests to the Scottish Information Commissioner’s Office. 
 
The Information Systems Manager has responsibility for ensuring that all electronic 
systems are maintained in line with the legislation and regulations. 
 
All staff and volunteers will be made aware of their responsibilities relating to data 
protection and freedom of information as part of their induction training and 
continued professional development via SA iLearn.  This includes their responsibility 
to report any data breaches and comply with legislation and regulations for 
safeguarding personal data.  
 
 
4 POLICY REVIEW 
This policy will be reviewed on a three yearly basis or as required to comply with any 
legislative changes”   
 
 
 
* (Brexit) If the UK leaves the EU with no agreement in place regarding future arrangements 
for data protection, there would be no immediate change in the UK’s own data protection 
standards.  This is because the Data Protection Act 2018 would remain in place and the EU 
withdrawal Act would incorporate the GDPR into UK law to sit alongside it. 

 


